|  |
| --- |
| **Multiples vulnérabilités dans Google Chrome** |
| **CVE-2025-9864** **CVE-2025-9867** **CVE-2025-9865** **CVE-2025-9866** |
| **DXC MA CTI Advisory**  03/09/2025 |

Overview

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| **CVE** | **Description** | **CVSS Score** | **Risque** | **Exploit** | **Délai de traitement** |
| **CVE-2025-9864 CVE-2025-9867 CVE-2025-9865 CVE-2025-9866** | De multiples vulnérabilités ont été découvertes dans Google Chrome. Elles permettent à un attaquant de provoquer un problème de sécurité non spécifié par l'éditeur. | **5.4 - 8.8** | **Non spécifié par l'éditeur** | **NON** | **5 Jr** |

Produits affectés

|  |
| --- |
| · Chrome versions antérieures à **140.0.7339.80** pour Linux · Chrome versions antérieures à **140.0.7339.80**/81 pour Windows et Mac |

Mitigations & Workarounds

Il est recommandé de mettre à jour Google Chrome vers :  
 Ø version **140.0.7339.80** ou ultérieure pour Linux  
 Ø version **140.0.7339.80**/81 ou ultérieure pour Windows  
 Ø version **140.0.7339.80**/81 ou ultérieure pour Mac

DXC MA Cyber Threat Intelligence Assessment

Se référer au bulletin de sécurité de l'éditeur pour l'obtention des correctifs (cf. section Références).

Références :

|  |
| --- |
|  |
| https://chromereleases.googleblog.com/2025/09/stable-channel-update-for-desktop.html |